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Abstract of the contribution: It is proposed to remove the editor’s notes for the solution of KI#12 in LCS.
Discussion
Several EN are left in Solution 13.

1) Editor's Note: Whether new protocols instead of LPP or NRPPa should be developed to obtain location measurements or location estimate is FFS.
2) Editor's Note: Whether and how to apply this solution when wireline access network is used is FFS.
For the EN 1, since LPP and NRPPa is already supported in 5G R15. It would be better to be consistent with R15. So, it is proposed to reuse LPP and NRPPa in this solution.
For the EN 2, when wireline access is used for untrusted non-3GPP access in R15, possible UE location can be:
· UE side:
· UE local IP address 

· geospatial location information, if UE (e.g. laptop) installed GNSS receiver, i.e. GPS. Note that the existing LPP already support GNSS.
· civic address and/or geospatial location information, UE’s location can be estimated by surrounding WiFi AP’s mac addresses if ever these WiFi mac addresses have been associated with geospatial Locations, which is a similar positioning method with that Google uses.
· N3IWF side:
· UE IP address and optionally UDP or TCP source port(if NAT is detected)
· AMF side:
· UE IP address and optionally UDP source port
· Last known NG-RAN User Location Info
Proposal 1: The corresponding EN and EN can be removed.
For untrusted WLAN access scenario in 4G, the line identifier (see ETSI ES 282) of AP to which the UE is attached can be regarded as UE location information. In fact, the line identifier is part of DHCP option 82, and if DHCP option 82 is enabled on a VLAN or bridge domain, then when UE is connected to the VLAN or bridge domain on an untrusted interface sends a DHCP request, the switching device in access network inserts the option 82 information in the packet header. Moreover after receiving the DHCP response, the switching device will strip the option 82 information from the response packet.

So UE side can’t get the line identifier because of the strip of DHCP option 82 information. In 4G, the AAA server can obtain the information because there is Swa interface (see TS 29.273) between untrusted WLAN AN and AAA server.

However, there is no SWa-like interface between untrusted WLAN AN and N3IWF in 5G, so line identifier can’t be regarded as possible UE location and should be removed.

Proposal 2: The line identifier can’t be obtained in UE side and N3IWF side, so it should be removed.
Proposal

Proposal:

It is proposed to agree the following changes to TR 23.731.
* * * * Start of 1st Changes * * * * 
6.13
Solution 13: LCS support for untrusted non-3GPP access

6.13.1
Introduction

This solution applies to Key Issue#12 "LCS support for Non-3GPP access" and cover the following issues what information can be regarded as UE location for non-3GPP access, how to obtain the location information when the UE register to untrusted non-3GPP access, and the Positioning procedures for non-3GPP access.
6.13.2
Functional Description

For the issue of what information can be regarded as location information for non-3GPP access: 
· If the UE only registered to untrusted non-3GPP access, following information can be regarded as UE location information: 

Table 6.13.2-1: Supported UE location information of untrusted non-3GPP access

	Untrusted Non-3GPP Access Types
	Untrusted WLAN Access
	Untrusted Wireline Access

	UE Side
	UE local IP address,

BSSID of the attached AP or BSSID of detected AP,

Civic address and/or geospatial location information Note1, Note5, Note6,,
	UE local IP address,
geospatial location informationNote5, BSSID of detected AP 

	N3IWF Side
	UE local IP address and optionally UDP or TCP source portNote2,
	Same as Untrusted WLAN Access.

	AMF Side
	UE local IP address and optionally UDP source portNote3,

Last known 3GPP access User Location InfoNote4
	Same as Untrusted WLAN Access.

	NOTE 1: UE may retrieve its location from a WLAN AP, prior or after association with the AP, requesting the Civic Location ANQP element, the Geospatial Location ANQP element or both as specified in IEEE Std 802.11-2012, using ANQP procedures described in HS2.0 Rel 2 specification.

Editor's Note: It is FFS that how to decide whether the WLAN Location Info (i.e. BSSID, civic address or geospatial location) is trusted or not and whether can be used or not based on specific scenarios.

NOTE 2: More details can refer to TS 23.501[4] clause 5.6.2.

NOTE 3: This location information can be provided by location change event, more details can refer to TS 23.502[5] clause 5.2.2.3.1.

NOTE 4: This location information is also named as Last known Cell-Id, more details can refer to TS 23.501[4] clause 5.6.2.

NOTE 5: Geospatial location information can be obtained if UE (e.g. laptop) has installed GNSS receiver, i.e. GPS.

NOTE 6: Some Applications (e.g. Google Map) may map the WiFi AP’s BSSID with the geospatial locations obtain through GPS when the UE switch on the GPS and WiFi simultaneously. When another UE detect the same AP, the Application will send the geospatial locations to the UE. Thus the UE obtain the geospatial locations even without switch on the GPS. If the Application map the geospatial locations to civic address, the UE can also obtain the civic address.












-   If the UE registered to 3GPP access and non-3GPP access simultaneously, following information can be regarded as UE location information:

-
All location information when the UE only registered to non-3GPP access,

-
All location information when the UE only registered to 3GPP access, more details can refer to TS 36.305 [12].

For the issue of how to obtain the location information when the UE connects to untrusted non-3GPP access:

In the current LCS system, LMF can obtain location measurements or location estimate from a UE via LPP protocol specified in TS 36.355 [15], and can also obtain location related information from NG-RAN via NRPPa protocol specified in TS 38.455 [11].

A similar solution can be applied to non-3GPP access, in which the LMF also obtains location measurements or location estimate from a UE via LPP protocol, and obtain location related information from N3IWF via NRPPa protocol.

Note: It is assumed LPP protocol and NRPPa Protocol is reused in this solution. Both LPP protocol and NRPPa protocol should be enhanced to support non-3GPP location signalling procedure, but it belongs to RAN 3 work scope.



6.13.3
Positioning Procedures

This Positioning procedures shown in Figure 6.13.3-1, can be triggered by MO-LR (described in TS 23.271 [6] clause 9.2) or 5GC-NI-LR (described in TS 23.502 [5] clause 4.13.5.1) or 5GC-MT-LR procedure (described in TS 23.502 [5] clause 4.13.5.2 and 4.13.5.3).
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Figure 6.13.3-1: Positioning procedures for non-3GPP

1. LMF may subscribe to the events of location change and/or access type change, and/or CM state change to AMF in step 1a. The AMF invoke the Namf_EventExposure_Notify service operation to notify the events in step 1b.

2. By considering the access type(s) and/or the CM state per access type, LMF can determine the positioning methods. Furthermore, when NRPPa protocol is used to obtain location information from NG-RAN or N3IWF, the LMF shall decide which access node should be chosen to transmit the location information.

When LPP protocol is used to obtain location information from UE, AMF shall decide which access node should be chosen to transmit the location information. For example, if CM-IDLE state in 3GPP, CM-CONNECTED state in N3GPP, AMF prefers to choose N3IWF to relay positioning signalling to UE, rather than performs paging procedures via the 3GPP access.

3. The LMF invokes the Namf_Communication_N1N2MessageTransfer service operation towards the AMF.

When Access Type included in the Namf_Communication_N1N2MessageTransfer message indicates 3GPP Access should be used to transmit the location information, existing 3GPP Access Positioning Procedure specified in TS 23.502 [5] clause 4.13.5 should be performed, namely step 4b or step 4c.

When Access Type included in the Namf_Communication_N1N2MessageTransfer message indicates non-3GPP Access should be used to transmit the location information, the non-3GPP Access Positioning Procedure should be performed, namely step 4e.

When AMF select NG-RAN to relay positioning signalling to UE via LPP protocol, step 4a should be performed.

When AMF select N3IWF to relay positioning signalling to UE via LPP protocol, step 4d should be performed.
NOTE:
When step 4a or 4d is performed, the Positioning Message is corresponding to the Downlink (DL) Positioning message specified in TS 23.502 [5] clause 4.13.5.4. When step 4b or 4c or 4e is performed, the Positioning Message is corresponding to the Network Positioning message specified in TS 23.502 [5] clause 4.13.5.5 and 4.13.5.6.

NOTE:
Step 4a, 4b, 4c, 4d and 4e is exclusive.

4a. This step is same as step 2 to step 6 in TS 23.502 [5] clause 4.13.5.4.

4b. This step is same as step 2 to step 6 in TS 23.502 [5] clause 4.13.5.5.

4c. This step is same as step 2 to step 4 in TS 23.502 [5] clause 4.13.5.6.

4d. This step is same as step 2 to step 6 in TS 23.502 [5] clause 4.13.5.4 with the following difference:

-
NG-RAN in TS 23.502 [5] clause 4.13.5.4 is corresponding to N3IWF in Figure 6.13.3-1;

-
Step 2 and 5 in TS 23.502 [5] clause 4.13.5.4 should be skipped;

-
The location information returned is specified in clause 6.13.2.

4e. This step is same as step 2 to step 4 in TS 23.502 [5] clause 4.13.5.6 with the following difference:

-
NG-RAN in TS 23.502 [5] clause 4.13.5.6 is corresponding to N3IWF in Figure 6.13.3-1;

-
The location information returned is specified in clause 6.13.2.

5. The AMF invokes the Namf_Communication_N1MessageNotify service operation towards the LMF indicated by the routing identifier received in step 4 or step 5.
NOTE:
When step 4a or 4d is performed, the Positioning Message is corresponding to the Uplink (UL) Positioning message specified in TS 23.502 [5] clause 4.13.5.4. When step 4b or 4c or 4e is performed, the Positioning Message is corresponding to the Network Positioning message specified in TS 23.502 [5] clause 4.13.5.5 and 4.13.5.6.
6.13.4
Impact on existing entities and interfaces
LMF
· Need to subscribe to the events of location change and/or access type change, and/or CM state change to AMF.
· Need to determine the positioning methods which should be used by considering the access type(s) and/or the CM state per access type.
· Need to decide which access node should be chosen to transmit the location information when obtaining location related information from NG-RAN or N3IWF. 
AMF
· Need to decide which access node should be chosen to transmit the location information by considering the access type(s) and/or the CM state per access type when obtaining location related information from UE.
N3IWF
· Need to support NRPPa protocol to support positioning procedures for untrusted non-3GPP access.
UE
· Need to support LPP protocol to support positioning procedures for untrusted non-3GPP access.

6.13.5
Evaluation

Editor's note: This clause provides an evaluation of the solution.
* * * * End of 1st Changes * * * *
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